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1.  General

Safety interlocks, critical instruments loops, safety instrumented systems, and mechanical protection devices are used to establish and regulate safe conditions as a prerequisite to process equipment operation and/or for continued safe operation of process equipment.  

If it becomes necessary to disable/bypass a safety interlock/critical instrument loop, block off/remove a Process Safety Valve (PSV) or Rupture Disc (RD) or isolate live systems from the flare, all persons involved in the operation and maintenance of this equipment and the SHE Department must be made aware so that the affected equipment is not operated or, if operated, is operated with full knowledge of its limitations.

This procedure describes the process for temporarily disabling a safety interlock or a critical instrument loop, removing a PSV or RD (RD includes flare systems), and returning it to service.  

For clarity, the loop includes the primary sensing element, the software/hardware associated with transmission and manipulation of the signal, and the final control element.

The contents of this procedure meets all requirements of the Ineos 20 Principles for Behavioral Safety and Process Safety Management as detailed in SOSO I-A-01.06.

2.  Definitions

· Mechanical protection devices – PSV, relief devices (RD’s), flare systems.
· Safety Instrument Systems (SIS) which includes equipment shutdowns or safety interlocks/bypasses

· ORA – Override Risk Assessment

· Working day – Monday thru Thursday

· Out of Service – implies equipment covered by MCC where the equipment is isolated, cleared, and depressured where the psv is no longer needed to protect the system.  

This procedure only applies to mechanical protection devices for equipment in service.  Mechanical protection devices for out of service equipment (locked out/tagged out) will be tracked via the Master Clearance Card procedure.

3.  Purpose

· To prevent deliberate disabling or bypassing of a safety interlock/critical instrument loop or removal of a mechanical protection device without the knowledge and approval of operations.

· To ensure that operating, maintenance and SHE Department personnel are aware of the status.
· To prevent intended short periods of safety interlock/critical instrument or mechanical protection device disabling from becoming extended outages.  The intent is also for Plant Management to be made aware of any such happenings.

· This procedure applies to all non-routine, including maintenance, reasons for SIS override/bypass including the use of gags that would prevent a safety instrumented function from operating when needed. It also applies to PSV removal for inspection purposes.

4.  Exceptions

· This procedure does not address how to perform maintenance routine checks of critical instrument loops.   However, the procedure is to be used in conjunction with the maintenance routine checks.

· This procedure does not apply to bypass keys that are operated as part of a Production SOP or I&E Task Analysis 21-08-26.

· This procedure does not apply to extended outages (more than 7 working days), permanent bypass or alterations, or permanent configuration changes which must be addressed through Green Lake’s “Management of Change” process. 


5.  Authority

· Green Lake’s PSM/Quality Coordinator is charged with the responsibility of managing the overrides/bypasses and mechanical protection device removal process as those are defeating a plant safety integrity protection level.  This responsibility includes bypasses/removal done for maintenance purposes.  The safety department has the ultimate responsibility for the current status of any override/bypasses and removals.  As such, they are charged with:

i. On a weekly basis, review the status for any open items.   

ii. Inquire as to the reason why an interlock, PSV, etc is still disabled.
iii. On a periodic basis, audit the process of applying overrides/bypasses and PSV removal. The audit shall take into account the cumulative effect of overrides and the appropriate mitigation that is put in place to manage additional risks.



Note:  The PSV inspection and maintenance program is managed by the Chief Inspector not the Safety Department.

6.  Procedure

a.
The originator of the override request will perform a SIS - Override Risk Assessment (ORA) in advance of the need to apply the override/bypasses and/or remove a PSV/RD, and document in the electronic ORA program in GLICON under the Safety Homepage.  The originator must also indicate who the appropriate parties are for approving the SIS override (see responsibilities below).  The originator must also designate an expiration time for the override (when the override is figured to be placed back in service).

Note:  A paper copy is available to be completed in lieu of the electronic version.  

b.
The originator will make verbal contact with the authorizing parties prior to entering their names into the electronic ORA.  The program will submit via email a verification of approval to the authorizing parties.  The appropriate notification must be obtained before the override can take place.  At the minimum, the on-shift production manager’s authorization is required for all overrides.

Note:  Signatures can be obtained on a paper copy if the electronic program is unavailable or impractical.  Information must be entered into the electronic system as soon as the situation allows. 

c.
When work on the disabled loop (or removed PSV/RD) is complete and the loop (PSV/RD) is ready to be placed back in service, the Shift Manager will be notified by the person completing the work that the system is ready for reactivation.

d.
The reactivation section of the ORA on GLICON must be completed.  The signatures can be electronic or obtained on a paper copy.

e.
Proof test the restored interlock, prior to removal of the tag (PSVs are exempted from this requirement).  The shift manager or his designee is responsible for verifying, along with the person activating the loop, that the functionality of the interlock, down to the final control element, is intact.

Note:  Some loops may not have the capability to be tested to the final element. Specify, on the form, the degree to which the loop was tested for functionality.

For control system interlock bypasses – steps f & g must be completed.

f.
The Shift Manager will remove the “disabled” tag, sign, and date it on the “Approved to Reactivate” line.  The individual who reactivates the loop must sign and date the tag on the “Reactivated By” line.  The on-shift Manager will complete the reactivation form on Glicon.

g.
The Safety department will match the disabled tag to the ORA on GLICON to ensure the process has been completed.

Overrides >96 Hours

Any ORA that goes beyond 96 hours is required to be taken to MOC.  MOC will track the ORA utilizing the Traction System.  The ORA can be re-activated in Glicon.

Electronic Reminders
24 hours before the expiration date of the override is reached, an electronic reminder will be sent to the originator of the ORA and all on shift managers and step-ups.

Once the expiration date of the override is reached, all responsible parties authorizing the ORA will be electronically notified.  This will include all shift managers and step-ups.

The originator and the responsible parties will continue to be electronically notified every 8 hours until the ORA has been signed off.

Authorizing Party Approval Required Prior to Execution of Bypass/Override
Originator – completes the ORA and obtains the appropriate approvals.

On-shift manager – approval required on all ORA’s 

Operations Manager – approval required on all ORA’s for the process areas of the plant.

Safety – approval required on all ORA’s.

Process Control Engineer or Control Systems Specialist – approval required for interlock bypasses.

I&E Supervisor – approval required for electrical trips or instrument bypasses.

Special Considerations

In very limited instances, only verbal approval from the Shift Manager is required to disable a safety interlock loop/critical instrument loop.  A failure of an interlock system may require this in order to take the unit/equipment to its safest safe.  If verbal approval is given, a “Disabled Safety Interlock/Critical Instrument or PSV removal” tag and/or an ORA form should be executed as soon as possible after such action has been taken.  The normal procedure should then be followed.  PSV removal is not normally required on an emergency basis, so this special consideration only applies to instrument interlocks.
	Safety Override/Bypass & PSV Removal Risk Assessment Form(ORA)

	Tag Number
	Description
	Plant Area

	 FORMCHECKBOX 
  Input Override/Bypass
 (O/B)
 FORMCHECKBOX 
  Output (O/B)

 FORMCHECKBOX 
 PSV/RD
	

	Hazard From Applying Override/Bypass or Removing PSV (Consequences if this SIS fails to act on demand):

	What are the consequences if this jumper is not applied?

	Reasons for Disabling  or Removing(Critical maintenance, fault diagnosis, etc):
	Is tag used for control? 

 FORMCHECKBOX 
  Yes
 FORMCHECKBOX 
  No

	Backup Safety Measure During Disabling or Removal Period:

	Expiration of Override/Bypass?                                                       Note:  anything override/bypass longer than 96 hrs    

                                                                                                          must go through MOC.

	Observations (Detail any additional monitoring or precautions required):

	Assessment by:


                                                             Date                   



	How to be Disabled/Removed:
	Tag applied?

 FORMCHECKBOX 
  Yes
 FORMCHECKBOX 
  No

	Approvals Required Prior to Execution of Override/Bypass
 Production Shift Mgr__________________________  Day Manager: _____________________________                      Manufacturing Mgr: _________________________      PCE or CSS  _____________________________

                                                                                          (if tag used for control)

I&E Supervisor _____________________________      Safety ___________________________________

Disabled by:________________________________
Jumper Installed: ____________________________     Jumper Removed: __________________________

	
	Date: ____________________________             Time: _____________________

	Functionality Verification (describe how the system was tested to the final control element):

	Day Manager:  _______________________                             CSE Engineer:  _______________________

Production Shift Mgr: ____________________

(if tag is used for control) 

I&E Supervisor _____________________________                 Safety ___________________________________

Activated by:  ________________________


	SOSO
	 

	General Procedures

	ID0110 Safety System Overrides

	 
	111080
	Use of Safety Systems

	 
	 
	Safety interlocks, critical instrument loops, safety instrumented systems and mechanical protection devices are _______ .

	 
	 
	 A.  used to make sure there are drawings on the equipment

	 
	 
	 B.  used for lock-out, tag-out procedures

	 
	 
	(C.) used to establish and regulate safe conditions as a prerequesite to process equipment operation

	 
	 
	 D.  used to determine the location of equipment

	 
	111081
	SIS

	 
	 
	SIS stands for ________ .

	 
	 
	 A.  Sand in System

	 
	 
	 B.  Someones Sister

	 
	 
	 C.  Safety Intergrated Systems

	 
	 
	(D.) Safety Interlock System

	 
	111082
	Tagging

	 
	 
	For Control Systems, bypassing safety interlocks requires a "Disabled Safety Interlock/Critical Instrument" or __________ to be completed.

	 
	 
	(A.) PSV Removal Tag

	 
	 
	 B.  a padlock

	 
	 
	 C.  a MCC Card

	 
	 
	 D.  written permission

	 
	111083
	Electronic Reminder

	 
	 
	_______ before the expiration of the Safety System Override is reached, an electronic reminder will be sent to the originator of the ORA, all shift managers, and step-ups.

	 
	 
	 A.  One hour

	 
	 
	 B.  Twelve hours

	 
	 
	(C.) Twenty-four hours

	 
	 
	 D.  Thirty minutes

	 
	111085
	Overrride Action

	 
	 
	Any Safety System override/bypass that goes beyond _____ hours is required to be taken to  _______ .

	 
	 
	 A.  12, Safety Department

	 
	 
	 B.  24, MOC

	 
	 
	 C.  36, Safety Department

	 
	 
	(D.) 96, MOC


RISK ASSESSMENT





DISABLING





REACTIVATING








